***INTENT 1***

**Question 1**

Quins són els elements principals d'un certificat digital?

Trieu almenys una resposta

|  |  |  |
| --- | --- | --- |
|  | a. La clau privada de l'usuari Incorrecta |  |
|  | b. La signatura del certificat realitzada per l'autoritat de certificació. Correcta |  |
|  | c. La clau privada de l'autoritat de certificació. Incorrecta |  |
|  | d. La clau pública de l'usuari. Correcta |  |
|  | e. La clau pública de l'autoritat de certificació. Incorrecta |  |
|  | f. L'identificador de l'autoritat de certificació (issuer). Correcta |  |
|  | g. L'identificador de l'usuari (subject). Correcta |  |

Correcta

Punts d'aquesta tramesa: 1/1.

**Question 2**

Indiqueu quines de les següents afirmacions són certes en relació a un model de confiança jeràrquic:

Trieu almenys una resposta

|  |  |  |
| --- | --- | --- |
|  | a. Les autoritats de certificació subordinades tenen un certificat autosignat. Incorrecta |  |
|  | b. L'autoritat de certificació arrel no pot signar certificats. Incorrecta |  |
|  | c. Les claus públiques de totes les autoritats subordinades són les mateixes. Incorrecta |  |
|  | d. El número de validacions necessàries per verificar un certificat d'un usuari dependrà de la seva situació a la jerarquia. Correcta |  |
|  | e. L'autoritat de certificació arrel té un certificat autosignat. Correcta |  |

Correcta

Punts d'aquesta tramesa: 1/1.

**Question 3**

El protocol de tres passos de Shamir permet establir una comunicació segura entre dues persones sense cap intercanvi de claus previ. Tot i que es pot fer servir Vernam com a funció de xifratge per a executar aquest protocol (ja que té les propietats requerides), el seu ús no n'és gens recomanable.   
  
En Julian i en Bradley fan servir el protocol de tres passos de Shamir amb Vernam per tal d'enviar-se un missatge M de forma segura (o això creuen). La NSA, fent ús de la xarxa ECHELON, aconsegueix interceptar els 3 missatges intercanviats:  
  
J -> B : 0CA8DA9EDA91259  
B -> J : 6E0F343099E699A  
J -> B : F49598EE860B843  
  
Els analistes de la NSA no tarden gaire en descobrir el missatge M que en Julian ha enviat a en Bradley. Però no cal disposar de tot el poder de còmput de la NSA per trobar aquest missatge, no? Quin és el missatge que ha enviat en Julian a en Bradley amb l'execució del protocol de 3 passos de Shamir?  
  
Nota: Els valors mostrats són cadenes hexadecimals. Entreu el valor del missatge M també com a una cadena de valors hexadecimals, per exemple 8A5EF0 (feu servir majúscules per a les lletres).

Resposta
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Correcta

Punts d'aquesta tramesa: 1/1.

**Question 4**

Volem compartir el nombre secret 23 entre 10 usuaris utilitzant un esquema llindar (4 , 10 ) de compartició de secrets polinomial. Prenem com a valor per al mòdul el nombre primer 61 i el polinomi que utilitzarem serà  
el 23 + 22 x + 29 x2 + 14 x3  
  
Selecciona quins dels següents fragments són correctes per repartir als usuaris.

Trieu almenys una resposta

|  |  |  |
| --- | --- | --- |
|  | a. http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/91a130170997bd6d0b7ca315e3f74815.pngCorrecta |  |
|  | b. http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/c87b13853b4c27fe506b24bd191f7a2d.pngCorrecta |  |
|  | c. http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/a20a1fe6c83b8f2e3ac6fc0c7cbc26d9.pngIncorrecta |  |
|  | d. http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/b1d91fe084fd7b19dcdbbc8cf9ee996a.pngIncorrecta |  |

Correcta

Punts d'aquesta tramesa: 1/1.

**Question 5**

Tenim un esquema llindar (4 , 5 ) de compartició de secrets polinomial i treballem als enters mòdul 1657. Els fragments de 5 usuaris són els següents: ![http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/50ac70430d92b20745c71da00a24b8d2.png](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAFEAAAAcCAYAAAAZSVOEAAACCUlEQVR42u2Yz0dEURTHxxgjSbRI0qJNRlokkiQjQ6tWiTHSKpG06D9oGS1atUtaJdFiFi1Gu4xWMUZaZMSsktF2JM+I+l5OjOvdO++ed9VMzpcP8968d9453/vzvURCJOpGfWnomgNXoAkCcA2WLPfHjWdTBuyDB8s1/eAYvFP8GzBmuNa1NquJJm1T4AwdD4INcBeh4Dw49RhP6Zxi2HI+AwcgBdLgENx7qI1l4hSoMHv3CCXT5ymeS0GBdpwELQ+1sUw8AevMIlULz3iM51KQGsYDmokvHnJhmVgDo4wCd2je8hXPtSA1H+61HS+AIw+5sEwMaL4ogg8aEhWaN0wap/kn5Skep6Bpiq0ogwbIesiFZaI6XwUrZIoaFovgGewa7lFJ5zzGc81ZNeIF9bI0nZsFdTI3Ti4sE5uGrYGa614Nq3HJ8hzXeJyci5pZP1INexszF5aJJWqhMLVCVsBayGLCjcc1MYi4anNyYZmounUh5PxkyL5rlYayTS7xuCY+gQnDdq0RMxeWiWkyZqttoZgHj2BZu/YSbHYo3CVepzcE039rZGSOelqSftdp18DJJZaJSsP01qH2Xp/04GzIdW9gKEIPihrPZGKU18o8LRotGsJlGincXGKb+FdK0taj274x9JSJBW017QkTI32p+EXVaH/X7V+4RCKRSCQSiUQikUj0P/UNtvDK34zso4gAAAAASUVORK5CYII=), ![http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/dd8927dec89845b8933b0ba1489c7581.png](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAFoAAAAcCAYAAADhqahzAAAC9UlEQVR42u1YQWRcURT9RkRVlaqqyiJERXUxSlRV1RiiKiIiRFQWVSGqqrKvripUdVFdlFGRRVWpkUVVdDPGqC6GqKqKKNVFVWTTxRj1jTC9l/O5Xu/7//3vVZP0Hc7iv3m5//3z7rvnvkRRQMBBRt+gxGHiE2KXGBPfEoeUGEeJT4ltsIYxiSpxnfgLsb4QHxOPO65zlHiP+DFj3nniK2IH73lNrKTMn1S+OwH/3TvE4XXXiSM59Ptjog0rxGXiAHGQ+ABCmmgQp4zFN4w5TeIM4iQ4h81zwXPiYsZ6FyHsqEiAeYil4Qhx0xLzCvEzNq4EDRaIW8STBbRM/TE2nvmFPWNsFllvgrP1moOAnQInUMNZ4kbOWDWIp8XcULI3+d6HvoXuYtel0N+NOXXsfqSUinrGh44gQ3wIXXPc2ASXxKnTYu5a/o41+OBbaM7UO+L5IvGRMeenUQ4S8NiOJS4fvRuo0xOehOYNO+UYg9f2iTicEvMrcUwZH0a99ip0GaWC2SJuEy877nyklBnTOJYKmretzHFtXoMQPRz/eWUue83tjJhcIr7BEEvgJLK551No3rkXyJIkY8ew02VHoWPL+DHiNIy14knoPkSYgHGVUB741Nwykue9Y8wKTDwGuZs57Tuj1wxBZe1tiucdS+k4lFI6pOu3PQndsbSe3Nn8EM9tiOUskPJdbZ9Cx46ZyoZ31dIe1R0WHnsSeh1ZnFXC+hnMAifafZ9Cbyo7n7RR2+KZe+NnyrxVhy6gjKPtQ2guD3PK+BmHU5Mno5ctJ6ew0DMQuyrMoIoafVO5jCyJi81dmKdECwYzIGKx2Vy3GGbe9Q7iHQt4B+MCuovxAkI3jAvWEG6mU0U3LO3HWeGyMT5k2mJuK+KqWjP67wjdyhthLE24eOQotMsxP4HT1YVJt5QuyVWDcaxxF/X/pcWzvAj9L1BKcfX98H+jfSP0nNHVHCih87ju38aW5Ua2l8XdS/oFBAQEBAQEBAQEBAQEBPxv+A0NF+cajcNTeQAAAABJRU5ErkJggg==), ![http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/d831abd8e7d81c87b407901c9974753c.png](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAAF0AAAAcCAYAAAADdbMKAAACHUlEQVR42u2YMUgDMRSGSylSpAji4CiUIuJQBCcpIl2KiIgUioiDiODk4C7ujsVBEBEHN3FwEHEpxcGhm3QQcXHu4tChlCKc/8Er1HCX3CWhd9X3wzc0l3vJ/b33klwiwWL9RzkCombBCXiVxJgA56BBXFDboIrgEXRAF3yAKphSzG/dZ15hpIqhesYCuANt0KN+Oxpe/uoo0w04UPSrgQ3hIWtCnzoog7GBtgXwJImbAW+GpgeJoXrGZ7BNsVzNgxdq0/LVCZERXqqAM4/2qmJSfbUl19yM2Tc0PUyMMOPMgGZUprtpV/JoL9I1mbLgXZLSNQ0zTGKEHacblelfQsnoy21r+dwzDfaorq/53Nukt0nXdJ0YYcZZohITienfknt6ioXmyOe+U3Bo8Abqxgg6Tpo2DIU4mu6XfpNgkya+IlzLe7xBYU3XjRGkjzv3e5+SOjTTWz7lJS0pL4M7i4bQ5v7OGZquG0PVJ0uG50xj2VhIVz3aSwEWUq9scBTonD2CxpBdmwOXYNzQLyuml2kyoq4DbBnztJja3lXoxnAkC/8tSNkaz7EQpE6LYopKzTEdKMQDRoX6JGlL+Ql2DcZ2LM1f1eeB3vTEsEwPkp7u4nJFpaJDB5KM0GeZJt8l6nRyTcTAdNUz2i5VVlI3KiXpT47rN60/afoWZcxImh52dxAXuZ8QFmNm9Kh6yWKxWCwWi8VisVgsFsuOfgA81tAlE5FdFAAAAABJRU5ErkJggg==), ![http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/d609feda73ae1649143bb986993351be.png](data:image/png;base64,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), ![http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/1e0445711914848268e055b6bdaa4f20.png](data:image/png;base64,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)  
  
Si és possible, calcula el valor del secret. En cas contrari escriu "NO" en la resposta.

Resposta

![](data:image/x-wmf;base64,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)![Correcta](data:image/gif;base64,R0lGODlhEAAQANUAAACFI2zJhECfWbPkwCCPPgCuLZ/PrFqvcQCcKc/n1TC9VSC4R3jTj1DHbwivNACWJ4C/kcDry+Dv5KDhsUDCYmDMfA+JMAaoMC2YSsDfyA2xOIDXlgClKx6RPQCLJdDw2JvVqmCvdX/Wlv///wAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAACH5BAEHACMALAAAAAAQABAAAAZcwJFwSByJHAVEqFisFJIHJjHy5GCkxMWzgx1Onp5MV6jlCMajbyFclAxACWGjYGZSng+DBCwufjRgAU8EWFRPFwUPEF0bT08AEmMKVWdjH3gGaCMbDhaaQgyLUkEAOw==)

Correcta

Punts d'aquesta tramesa: 2/2.

**Question 6**

Un dels problemes que cal afrontar quan es dissenya un esquema de diners electrònics és el control de la despesa múltiple, és a dir, com s'evita que els usuaris facin servir un mateix "bitllet" varies vegades. Una de les possibles solucions és incorporar tires d'identificació aleatòries (TAIs) sobre els bitllets, de tal manera que si un usuari fa servir el mateix bitllet dues vegades, aleshores es pugui descobrir la identitat d'aquest usuari.  
  
Per a l'esquema descrit al Mòdul 8, quina és la probabilitat que un usuari faci servir un mateix bitllet 4 vegades i segueixi sent anònim si es fa servir un valor de k=15

Trieu una resposta.

|  |  |  |
| --- | --- | --- |
|  | a. http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/43a3767ec9f6ce4848f11fcf19c27bc1.pngIncorrecta |  |
|  | b. 1 Incorrecta |  |
|  | c. http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/e2729a8e00f789a1fcbf9265e67e4f49.pngCorrecta |  |
|  | d. http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/a23308c73b736c68381588fdecd7b433.pngIncorrecta |  |
|  | e. http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/1164989febf40087e8858550d76f3152.pngIncorrecta |  |

Correcta

Punts d'aquesta tramesa: 1/1.

**Question 7**

Un dels problemes que cal afrontar quan es dissenya un esquema de diners electrònics és el control de la despesa múltiple, és a dir, com s'evita que els usuaris facin servir un mateix "bitllet" varies vegades. Una de les possibles solucions és incorporar tires d'identificació aleatòries (TAIs) sobre els bitllets, de tal manera que si un usuari fa servir el mateix bitllet dues vegades, aleshores es pugui descobrir la identitat d'aquest usuari.  
  
Un usuari anònim ha sentit que rumors de que aquest sistema no funciona sempre i ha intentat fer servir un mateix bitllet dues vegades:  
  
![http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/f974a3ec5bf381501e7b8fb9c9d395f9.png](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAA28AAAAWCAYAAABXCqRoAAAMXElEQVR42u1dX6RfVxberoiIq9SoqIoQEREVJWJUVFyiIq6qcFXFqAp1VUX1ZcTIUw1j5CHmYYiqqKpQFVV15SXiihihxhhXRRijalRf+nBF/FyXM2fNXT/35Nh/vrX22meGWR/74f7OuWevvda3vrP/nXNCcDgcDofD4XA4HA6Hw+FwOBwOh8PhcDgc7fBBXzbcDQ6Hw+FwOBwOh8MxKWgcdhk9ea0vd/py3P3mcDgcDofD4XA4HJPiOI/H1konrvblL8AFu0JJ4Urm2Om+fNWXzb5s9eVvfbkorH+MU335kq8568s3fTkDtiOGQ3251pfv2cbHffm4L78S+AdFyfYxlhPXl9iCnPtcX/7cl4dcbvBvodIHV5Sc02AZ/F8Lm1A/HO3LVeZ9ChT/+8yHp5wvhytyc/j7NnPtZl+OKHyK8gJpQ2vd+LEvj/pyuy8vDY4vsUg+Zfsov69H8ruFVtW2bX9f/tSXJ2z7nVHbpNpiqe2ScyX8RTlnYZeEuyWeoXqE8lESVwlPEE2aSg+kWmWtlVqu5+41kliECp6V4ijhWclfqGZZaGhn2D+Q3JeQvLCKjZYn1lqm9Wttf7FGA2p40wljKfXTstCPD3h8lsR9vqgWK335JHHsFTb2WOL4el/e7sviYMT5gH+LBaWE9/jmdXRAoovcRsl15nijL9/15VxfFvi3F/tyiZMpKK+rtX2IRR5QdkpfSc69y74YkvBuZb0lblj4FPFVC5tQuz/nuKfOfz3sLKGfYv7tYe6RmBxQ5ua4LrpZv8M374+EfkV4oWlDS914m28oc9zry4W+7B3Vf6exVgWDtn3al9+zT8n+P4zaJtUW6/zVnFviL6pFFm2QcLfEM1SPUD5K4oryBNGkKfVAolUttFLD39K9RhKLoNAzNI4SnnVGmmWtoTU6K+ULkhdWsdHwpKWWtdABbYxL/RUr3iCxlPgJ7YOOxx/3cyfMOJAaHOCL78vcCD7lgoJWuv6ucPhxHmhZJTxd7x99ed5wEFRr+xA3OPlaD95WeAZojOsR0ZXUi3DDavCW81ULm6R2p87/LjEzRjH5ozI3u8z5P/FEBdqxRnihaUNL3aAb1xZwvc2GWiVFqp4Z0DaJtljnb008Y/yVaJFFGyTclfAM1aMcHyVxnSlyQMrhFnog0aoWWqnhbym2M6UeafVMGsdNIz1LaZalhtborJYv3USxkfKkpZa10IHaGKf6K60GbzH/S/yk0fw9ER6YBeobHvHHcJBH9YFHnAcF150p7LwB3sA7gbPfNxwEWdg+x+nBTEbrwdtXPGszxhIf09SLcsOiE1zyVQubrAZv24nfSUj+qszNnG2rkZjW8kLahta6cRDw3eGBDS20SoNYPbSlZnHk0x8rtMU6f2viGeOvRIss2iDhLsozVI9KfJTEFeFJLYdb6IFEq1popZS/SGw1sajRM0kcU7rXGWqWpYbW6KyWL91EsZHwpLWWtdABixivNrimJJaSRyHuKn3btUgActzVzPFrg8HP+8Ds1xyvhp2ldKmdRN4XDRP+hyDfi64FajthL89UHZpo8PZLeHZrxdCOn5X1otyo7QQjvmphk1WC0srvycjv1J6nytzM2UYc3ARtRnkhbUMr3Vjgm8p6wh4Czea9G3a2ZJxvqFVSpOqhGc7Lo/OuVWiLdf5q45nir0SLLNog4S7CM4kelfgoiSvCk1oOt9ADiVa10EoJf9HYamKh1TM0jiXd6ww1y1JDa3RWy5duothIeNJKyzSw7i9K+yvWg7dcLJHrSDUftvUFHqRIQYbQ/s/UdstFJss8iHTeP0czCTHs4+ueTjQi92Agzd7Q3v/bTEZa4qSl4ouR62xx0OmB3Y8Sdm0pnKx9yBO1nUB7nz8oBBdtI2L3dsbuLYUPJNyofVkJ4qsWNkm5kDq2wnacYRGhsswzQFvK3Cz5EOU9ygtJG1rrBt08Xgbi9SHQ/hqtkiBXzwn24RbfXGgbyWsV2oLYLYmRJp45/m4b8FZil4S7CM9QPUL4KIkrwpPajnELPZBoVQutlPAXja0mFlKeSQYbiO5J72c5zarR0M5QZzV8kfizNjYoT1prmdSvtf3F2v5KzQvlavsNXYUupPADj9OeAQX5Vl/OKjoURKalzPErkdks+vu3mf+hZ8u+DvElV6TRHRPxPLdtgUXhcYhvf9zDI+mrPIt5zGDwpgVq+4nILFWu3lIbEbu3C4NOqQ8k3KjxqcRX1jZZLo2T2N5jX1OhN8sdycwOlnIzV9dCYdZRywu0DS11Yy9r3bfMjdS13uQOxZmGWoUiVw91PL/g2cf5jfsk38hPKHXROn818czxV8I5qzag3C3xTKrdJT6icUV50nLwNqv0KapV1lqJ8gSNrTYWWj1D41jSvc5Is6w1tFZnpXxBBm8WsZHwpKWWaWDdX5RqgPXKWy6WpetoNH+M1zlOz0ww3eTRuBT0P2uFAUPsRR/P841lIfI/hzmRj1Q4nFaZYtscaS/7vwAHrY9+kz5vU0N41PaHER91AhKsK+z+OcSXwfcF+TK4lBs1PkV91cIm033NmRlLaW6W6iJ/bYA2SHiBtGEq3TjGN7AcFkP6zV4WWoWgVM/tRMdgadQ+iS5a5q8mniX+1nJOaxeSfyWe1Wh3jI9oXFGe1HLYWg+stEqrlRKeoLHVxqJGz6RvxHtYcQ1EGy01tMWzxftC/q2O3QSxQXkylZa10oHaGMc0oNUzb7FYlq5To/lD0FthPxuL05fADMl4pPsopB/uJayG/HcULkWcQq/o3V/p8LUMWZFVtPGsAO0jvizwTQ3hUdu136hJtRGxmx4IPZcYDEofFpVyo3Y1E/FVC5taD95IxD9W5GapLtpeex20QcILpA1T6sZMmStWWlUCUs8MPCbRRcv8lcYT4W8t5zR2oflX4pm1dqNxnSk5pHlhiaUeWGmVVislPEFjq41FjZ5J46h9eQiqjZYa2mLwFuOLdvCmjQ3Kkym1rIUO1MY4pgGtBm+xuCC7AWu//3w2RFbeCNJn3mhpfb1wzkZIf+jw0GikfCBlmMLhtFXkrYRYlL6j8jLPYAxBq260R9j6YX9r29F6Y21E/v9CiH//hlZupa9+lXCjhTh3E9nUevBG3395SZGbubrmWoB+rFvCC6QNU+kGddyeFP6HZj0fj36z1Koc0Hq+T8SKXiH/k1JbLPNXmlcIf2s5p7ELzT8Nz1CexPiIxhXlSS2HrfXASqu0WlnLk64iZy31TBLHGM+Qa6CaZa2hLQZvMb5oB2/a2KA8mUrLWulATYxTGtDyUwFPDPxk8syb5mL0jNy7mePngVm2W2H3jUbfBvzDrSU797IgXxqIw6/Dzptehs/10ZL0q2H3oc1zPKi5kCAiDeB+E3aXgg/w3/eVhOgqbEf9ImkjYjctF38Ydj8Y+bsg34Ip5UatTxFftbTJIqHvhmc/pEoiS/vZ31DkZqqu/SyqjxKdwZx/EV4gbZhKNw6xjcMtCGTvSth9bmiJc/6d0XUstSrnV7SeC3yTXxrk+RLn+apSW6zyV5NXKH8lWlSb75L8K/EM5QnKRzSuKE9QDk+hBxqtstRKDX8R/0ligbzAAeFZKlYozxA9QzWrhYZqdVbCF83grSY2CE+m0rLQSAe0MUb6K9bcSsVyisGb2acCaM9q7qPVFKBThWucHAx8JEuKiJ0v8KifRsjbbM/4DT0rPLtEx3/hmaCcza9wkmyyDfQ/9DDp6QSZc23pCjMJJdvR+EnaiNhNMaePP9KyMT0gSt8YWhReS8qNKQZvrW2qfVvWWRbCbebfrZB+ALqUm7E6t3km7ybP6kn9i/ACaUNr3ZgXsvPzkZ9e407F/CFusnW5Iqa1vJXUQ3k+f1vYjP34ZoW2dEbarskrlL9SLarhmST/SjxDtRvloySuKE+CQLNa6oFGqyy1UsNfNJfQWGj1DI2jhGclTaq539XoYI3OSvgSgs29RnKtEk9aa1lNv0ui0a36K0g/HD0nFcv/+uBtFrBlbEc9JG/zc7hP3b/uV4f71/3qfna4H92v/38+zj4Lu56ZcXHYgpZ577kb3KfuX/er+9X96351uJ/dj+5XRwT0aYfc6v5/9sw/cD9NAtqne9Ld4D51/7pf3a/uX/erw/3sfnS/OiKgbc3vlU5a43LM/eVwOBwOh8PhcDgck+Jo2HnPxhr6D/QWmw33m8PhcDgcDofD4XBMio2QfxOww+FwOBwOh8PhcDj+l/FvcAVvttcyO7AAAAAASUVORK5CYII=)La primera vegada, després de rebre el repte, l'usuari anònim envia la TAI=  
La segona vegada, després de rebre el nou repte, l'usuari anònim envia la TAI=   
![http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/5c7b656e2cb20c1d3e702d39c31f6fa0.png](data:image/png;base64,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)  
En els dos casos, el bitllet va ser acceptat ja que tant la signatura del banc sobre el bitllet com els valors de la funció hash mostrats eren correctes. Tenint en compte les TAIs que ha enviat l'usuari, pots saber quina és la identitat d'aquest usuari? En cas afirmatiu, responeu amb la identitat. En cas negatiu, responeu NO.   
  
Nota 1: La TAI és una llista de valors on a cada posició j = 1,...,K hi ha o bé el valor xj o bé xj', amb K el número de bits del repte.  
Nota 1: Trobareu una descripció del protocol de detecció de despesa múltiple al que es refereix la pregunta al Mòdul 8.  
Nota 2: Els valors de la TAI són cadenes hexadecimals. Introduïu la resposta també com a una cadena de caràcters hexadecimals, com ara per exemple, 8AB45E (feu servir majúscules per a les lletres).

Resposta

![](data:image/x-wmf;base64,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)![Correcta](data:image/gif;base64,R0lGODlhEAAQANUAAACFI2zJhECfWbPkwCCPPgCuLZ/PrFqvcQCcKc/n1TC9VSC4R3jTj1DHbwivNACWJ4C/kcDry+Dv5KDhsUDCYmDMfA+JMAaoMC2YSsDfyA2xOIDXlgClKx6RPQCLJdDw2JvVqmCvdX/Wlv///wAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAACH5BAEHACMALAAAAAAQABAAAAZcwJFwSByJHAVEqFisFJIHJjHy5GCkxMWzgx1Onp5MV6jlCMajbyFclAxACWGjYGZSng+DBCwufjRgAU8EWFRPFwUPEF0bT08AEmMKVWdjH3gGaCMbDhaaQgyLUkEAOw==)

Correcta

Punts d'aquesta tramesa: 1/1.

**Question 8**

PGP (Pretty Good Privacy) és un programari creat als anys 90 que permet realitzar operacions criptogràfiques com ara xifrar, desxifrar, signar i verificar signatures. PGP es pot fer servir, entre d'altres usos, per enviar correus electrònics xifrats i signats.   
  
L'aparició de PGP va ser molt polèmica ja que, en aquells moments, l'exportació de software criptogràfic des dels EUA era considerat un delicte. Com es va intentar esquivar la normativa per exportar PGP?

Trieu una resposta.

|  |  |  |
| --- | --- | --- |
|  | a. Es van esperar uns quants anys fins que la normativa va canviar Incorrecta |  |
|  | b. Es distribuïa el codi font imprès en un llibre Correcta |  |
|  | c. Es van reduir les mides de les claus per sota els 40 bits Incorrecta |  |
|  | d. Es distribuïa dins d'un fitxer .zip Incorrecta |  |

Correcta

Punts d'aquesta tramesa: 1/1.

**Question 9**

Bitcoin és una moneda digital que utilitza protocols criptogràfics i una arquitectura P2P per permetre realitzar transaccions segures entre usuaris.   
  
Com s'evita la despesa múltiple amb Bitcoin?  
  
Nota: Podeu consultar la documentació de Bitcoin a [www.bitcoin.org/about.html](http://www.bitcoin.org/about.html)

Trieu una resposta.

|  |  |  |
| --- | --- | --- |
|  | a. Es fan servir timestamps i cadenes de blocs per tal que tots els usuaris reconeguin un sol ús de la moneda com a vàlid Correcta |  |
|  | b. S'afegeix una TAI (Tira d'Identificació Aleatòria) als blocs que permet reidentificar un usuari que ha fet servir una moneda més d'una vegada Incorrecta |  |
|  | c. Es fa ús d'un servidor que registra tots els usos de les monedes. Abans d'acceptar una moneda com a vàlida, el receptor contacta amb el servidor i comprova que no s'ha fet servir anteriorment. Incorrecta |  |

Correcta

Punts d'aquesta tramesa: 1/1.

***INTENT 2***

**Question 1**

Quins són els elements principals d'un certificat digital?

Trieu almenys una resposta

|  |  |  |
| --- | --- | --- |
|  | a. La signatura del certificat realitzada per l'autoritat de certificació. Correcta |  |
|  | b. La clau pública de l'usuari. Correcta |  |
|  | c. La clau privada de l'autoritat de certificació. Incorrecta |  |
|  | d. L'identificador de l'autoritat de certificació (issuer). Correcta |  |
|  | e. La clau privada de l'usuari Incorrecta |  |
|  | f. L'identificador de l'usuari (subject). Correcta |  |
|  | g. La clau pública de l'autoritat de certificació. Incorrecta |  |

Correcte

Punts d'aquesta tramesa: 1/1.

**Question 2**

Indiqueu quines de les següents afirmacions són certes en relació a un model de confiança jeràrquic:

Trieu almenys una resposta

|  |  |  |
| --- | --- | --- |
|  | a. Les claus públiques de totes les autoritats subordinades són les mateixes. Incorrecta |  |
|  | b. El número de validacions necessàries per verificar un certificat d'un usuari dependrà de la seva situació a la jerarquia. Correcta |  |
|  | c. Les autoritats de certificació subordinades tenen un certificat autosignat. Incorrecta |  |
|  | d. L'autoritat de certificació arrel té un certificat autosignat. Correcta |  |
|  | e. L'autoritat de certificació arrel no pot signar certificats. Incorrecta |  |

Correcta

Punts d'aquesta tramesa: 1/1.

**Question 3**

El protocol de tres passos de Shamir permet establir una comunicació segura entre dues persones sense cap intercanvi de claus previ. Tot i que es pot fer servir Vernam com a funció de xifratge per a executar aquest protocol (ja que té les propietats requerides), el seu ús no n'és gens recomanable.   
  
En Julian i en Bradley fan servir el protocol de tres passos de Shamir amb Vernam per tal d'enviar-se un missatge M de forma segura (o això creuen). La NSA, fent ús de la xarxa ECHELON, aconsegueix interceptar els 3 missatges intercanviats:  
  
J -> B : CB3AB6CD553B2F8  
B -> J : F648722FE2B6512  
J -> B : F6B9BA949C2DE09  
  
Els analistes de la NSA no tarden gaire en descobrir el missatge M que en Julian ha enviat a en Bradley. Però no cal disposar de tot el poder de còmput de la NSA per trobar aquest missatge, no? Quin és el missatge que ha enviat en Julian a en Bradley amb l'execució del protocol de 3 passos de Shamir?  
  
Nota: Els valors mostrats són cadenes hexadecimals. Entreu el valor del missatge M també com a una cadena de valors hexadecimals, per exemple 8A5EF0 (feu servir majúscules per a les lletres).

Resposta

![](data:image/x-wmf;base64,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)![Correcta](data:image/gif;base64,R0lGODlhEAAQANUAAACFI2zJhECfWbPkwCCPPgCuLZ/PrFqvcQCcKc/n1TC9VSC4R3jTj1DHbwivNACWJ4C/kcDry+Dv5KDhsUDCYmDMfA+JMAaoMC2YSsDfyA2xOIDXlgClKx6RPQCLJdDw2JvVqmCvdX/Wlv///wAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAACH5BAEHACMALAAAAAAQABAAAAZcwJFwSByJHAVEqFisFJIHJjHy5GCkxMWzgx1Onp5MV6jlCMajbyFclAxACWGjYGZSng+DBCwufjRgAU8EWFRPFwUPEF0bT08AEmMKVWdjH3gGaCMbDhaaQgyLUkEAOw==)

Correcta

Punts d'aquesta tramesa: 1/1.

**Question 4**

Volem compartir el nombre secret 85 entre 10 usuaris utilitzant un esquema llindar (4 , 10 ) de compartició de secrets polinomial. Prenem com a valor per al mòdul el nombre primer 293 i el polinomi que utilitzarem serà  
el 85 + 163 x + 111 x2 + 254 x3  
  
Selecciona quins dels següents fragments són correctes per repartir als usuaris.

Trieu almenys una resposta

|  |  |  |
| --- | --- | --- |
|  | a. http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/760ec0ce21ed53653138cdbabb33d250.pngCorrecta |  |
|  | b. http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/7d785c2fc236362bc9bb16cd891fabb9.pngCorrecta |  |
|  | c. http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/2f49187c528f149767e9bcd91f36de3e.pngIncorrecta |  |
|  | d. http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/366c7b9f6c05ed123e8f6565f4150750.pngIncorrecta |  |

Correcta

Punts d'aquesta tramesa: 1/1.

**Question 5**

Tenim un esquema llindar (5 , 5 ) de compartició de secrets polinomial i treballem als enters mòdul 887. Els fragments de 5 usuaris són els següents: ![http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/8c3716e641aa584c6efb45ca652ae50d.png](data:image/png;base64,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), ![http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/cbd714164c03d33df6cc8bd1d5f88915.png](data:image/png;base64,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), ![http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/d14d9ed608dade7338017160b8861f4f.png](data:image/png;base64,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), ![http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/21679d8612c4aaa349038c9025beedb7.png](data:image/png;base64,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), ![http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/070e013bf64e41dc0ae2feef3d7d4d3e.png](data:image/png;base64,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)  
  
Si és possible, calcula el valor del secret. En cas contrari escriu "NO" en la resposta.

Resposta

![](data:image/x-wmf;base64,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)![Correcta](data:image/gif;base64,R0lGODlhEAAQANUAAACFI2zJhECfWbPkwCCPPgCuLZ/PrFqvcQCcKc/n1TC9VSC4R3jTj1DHbwivNACWJ4C/kcDry+Dv5KDhsUDCYmDMfA+JMAaoMC2YSsDfyA2xOIDXlgClKx6RPQCLJdDw2JvVqmCvdX/Wlv///wAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAACH5BAEHACMALAAAAAAQABAAAAZcwJFwSByJHAVEqFisFJIHJjHy5GCkxMWzgx1Onp5MV6jlCMajbyFclAxACWGjYGZSng+DBCwufjRgAU8EWFRPFwUPEF0bT08AEmMKVWdjH3gGaCMbDhaaQgyLUkEAOw==)

Correcta

Punts d'aquesta tramesa: 2/2.

**Question 6**

Un dels problemes que cal afrontar quan es dissenya un esquema de diners electrònics és el control de la despesa múltiple, és a dir, com s'evita que els usuaris facin servir un mateix "bitllet" varies vegades. Una de les possibles solucions és incorporar tires d'identificació aleatòries (TAIs) sobre els bitllets, de tal manera que si un usuari fa servir el mateix bitllet dues vegades, aleshores es pugui descobrir la identitat d'aquest usuari.  
  
Per a l'esquema descrit al Mòdul 8, quina és la probabilitat que un usuari faci servir un mateix bitllet 5 vegades i segueixi sent anònim si es fa servir un valor de k=14

Trieu una resposta.

|  |  |  |
| --- | --- | --- |
|  | a. 1 Incorrecta |  |
|  | b. http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/0c1c2f0b312e467073d494abac7097ee.pngIncorrecta |  |
|  | c. http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/43a3767ec9f6ce4848f11fcf19c27bc1.pngCorrecta |  |
|  | d. http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/870b94c2c9599cea64cdc16771f54930.pngIncorrecta |  |
|  | e. http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/98286385a0d6a02245ba1419fabe88f4.pngIncorrecta |  |

Correcta

Punts d'aquesta tramesa: 1/1.

**Question 7**

Un dels problemes que cal afrontar quan es dissenya un esquema de diners electrònics és el control de la despesa múltiple, és a dir, com s'evita que els usuaris facin servir un mateix "bitllet" varies vegades. Una de les possibles solucions és incorporar tires d'identificació aleatòries (TAIs) sobre els bitllets, de tal manera que si un usuari fa servir el mateix bitllet dues vegades, aleshores es pugui descobrir la identitat d'aquest usuari.  
  
Un usuari anònim ha sentit que rumors de que aquest sistema no funciona sempre i ha intentat fer servir un mateix bitllet dues vegades:  
  
La primera vegada, després de rebre el repte, l'usuari anònim envia la TAI=![http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/089c0e1339972e543329be62c0839ddf.png](data:image/png;base64,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)  
La segona vegada, després de rebre el nou repte, l'usuari anònim envia la TAI=   
![http://cv.uoc.edu/app/moodle19/filter/wiris/filter/wrs_showimage.php/23449f072bd5266f0e343ac880ce2deb.png](data:image/png;base64,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)

En els dos casos, el bitllet va ser acceptat ja que tant la signatura del banc sobre el bitllet com els valors de la funció hash mostrats eren correctes. Tenint en compte les TAIs que ha enviat l'usuari, pots saber quina és la identitat d'aquest usuari? En cas afirmatiu, responeu amb la identitat. En cas negatiu, responeu NO.   
  
Nota 1: La TAI és una llista de valors on a cada posició j = 1,...,K hi ha o bé el valor xj o bé xj', amb K el número de bits del repte.  
Nota 1: Trobareu una descripció del protocol de detecció de despesa múltiple al que es refereix la pregunta al Mòdul 8.  
Nota 2: Els valors de la TAI són cadenes hexadecimals. Introduïu la resposta també com a una cadena de caràcters hexadecimals, com ara per exemple, 8AB45E (feu servir majúscules per a les lletres).

Resposta

![](data:image/x-wmf;base64,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)![Correcta](data:image/gif;base64,R0lGODlhEAAQANUAAACFI2zJhECfWbPkwCCPPgCuLZ/PrFqvcQCcKc/n1TC9VSC4R3jTj1DHbwivNACWJ4C/kcDry+Dv5KDhsUDCYmDMfA+JMAaoMC2YSsDfyA2xOIDXlgClKx6RPQCLJdDw2JvVqmCvdX/Wlv///wAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAACH5BAEHACMALAAAAAAQABAAAAZcwJFwSByJHAVEqFisFJIHJjHy5GCkxMWzgx1Onp5MV6jlCMajbyFclAxACWGjYGZSng+DBCwufjRgAU8EWFRPFwUPEF0bT08AEmMKVWdjH3gGaCMbDhaaQgyLUkEAOw==)

Correcta

Punts d'aquesta tramesa: 1/1.

**Question 8**

PGP (Pretty Good Privacy) és un programari creat als anys 90 que permet realitzar operacions criptogràfiques com ara xifrar, desxifrar, signar i verificar signatures. PGP es pot fer servir, entre d'altres usos, per enviar correus electrònics xifrats i signats.   
  
A més de permetre xifrar i signar missatges, PGP també permet comprimir-los per tal d'haver de transmetre la mínima quantitat de dades possible per la xarxa. Si es vol enviar un missatge xifrat, signat i comprimit, en quin ordre s'apliquen les funcions per defecte en PGP?

Trieu una resposta.

|  |  |  |
| --- | --- | --- |
|  | a. Xifratge, Compressió, Signatura Incorrecta |  |
|  | b. Signatura, Compressió, Xifratge Correcta |  |
|  | c. Signatura, Xifratge, Compressió Incorrecta |  |
|  | d. Xifratge, Signatura, Compressió Incorrecta |  |

Correcta

Punts d'aquesta tramesa: 1/1.

**Question 9**

Bitcoin és una moneda digital que utilitza protocols criptogràfics i una arquitectura P2P per permetre realitzar transaccions segures entre usuaris. Bitcoin fa servir certificats digitals en les seves transaccions (que permeten establir relacions entre identitats i claus públiques).  
  
Com s'aconsegueix mantenir l'anonimat de les transaccions en aquest cas?  
  
Nota: Podeu consultar la documentació de Bitcoin a [www.bitcoin.org/about.html](http://www.bitcoin.org/about.html)

Trieu una resposta.

|  |  |  |
| --- | --- | --- |
|  | a. Bitcoin no permet fer transaccions anònimes Incorrecta |  |
|  | b. Només la TTP (Trusted Third Party) coneix les identitats. La resta d'usuaris no poden saber quina identitat ha realitzat cada transacció. Incorrecta |  |
|  | c. Tots els certificats digitals que es fan servir relacionen una clau pública amb la identitat "AnonymousIdentity" Incorrecta |  |
|  | d. Es fan servir identificadors aleatoris i un mateix usuari pot fer servir identificadors diferents a cada transacció Correcta |  |

Correcta

Punts d'aquesta tramesa: 1/1.